NF O0SE CT707

INFIDENTIALITY ® INTEGRITY ® AvAiLABILITY

April 4,2014 Release # 260

» Begin Transmission

A variety of

techniques can be

|
Used to prevent data \EL
Data Féakage
I

leakage. These include
antivirus software, encryption, '5_,”)9
firewalls, Access control, Un(i_uiho!'?zed
Written Policies and Wre o
training. inf@rrf’qjiion. It can
reistil_t in data theft

— = -/ or-data)’
.ﬁ el et

@End of Transmission..

Information Security: It's a Shared Responsibility
REFERENCE(S): Sophos Threatsaurus : The A-Z of Computer and Data Security Threats
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Data Leakage
prevention is a top
concern for organizations.
Data leakage is The failure to
protect confidential information
including the identities of their
workforce, their customers
and the general
public.
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Users may post and
share data without fully
understanding the risks

and consequences
of potential data
leakage.
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